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	III.   System Protection and Control

F.   Special Protection Systems

	Title
	Establishment of a database for Special Protection Systems (SPS) installations
	
	Establish Regional database for SPS installations.

	Purpose
	To ensure that:

1. All SPSs are designed so that a single SPS component failure, when the SPS was intended to operate, does not prevent the interconnected transmission system from meeting the performance requirements defined under Categories A, B, or C of Table 1 of Standard 0XX.

2. Any inadvertent operation of an SPS shall meet the same performance requirement (Category A, B, or C of Table I of Standard 0XX) as that required of the contingency for which it was designed, and shall not exceed Category C.

3. SPS installations are coordinated with other protection and control systems.
	
	S1. 
 An SPS shall be designed so that a single SPS component failure, when the SPS was intended to operate, does not prevent the interconnected transmission system from meeting the performance requirements defined under Categories A, B, or C of Table 1 of the I.A Standards on Transmission Systems.

S2.
 The inadvertent operation of an SPS shall meet the same performance requirement (Category A, B, or C of Table I of the I.A Standard on Transmission Systems) as that required of the contingency for which it was designed, and shall not exceed Category C.

S3.
SPS installations shall be coordinated with other protection and control systems.



	Effective Date
	February 8, 2005
	
	October 16, 2001

	Applicability
	Reliability Authority
	
	Regions

	Requirements
	R1.
A Reliability Authority that has a Responsible Entity with a SPS installed shall maintain a SPS database.  

R1-1.    The Reliability Authority’s database shall include the following types of information:

1) Design Objectives – Contingencies and system conditions for which the SPS was designed, 

2) Operation – The actions taken by the SPS in response to disturbance conditions, and

3)
Modeling – Information on detection logic or relay settings that control operation of the SPS.

R2.     The Reliability Authority shall provide to affected Reliability Authority and NERC documentation of the Reliability Authority database or the information therein on request (within 30 days).
	
	S1. 
 An SPS shall be designed so that a single SPS component failure, when the SPS was intended to operate, does not prevent the interconnected transmission system from meeting the performance requirements defined under Categories A, B, or C of Table 1 of the I.A Standards on Transmission Systems.

S2.
 The inadvertent operation of an SPS shall meet the same performance requirement (Category A, B, or C of Table I of the I.A Standard on Transmission Systems) as that required of the contingency for which it was designed, and shall not exceed Category C.

S3.
SPS installations shall be coordinated with other protection and control systems.



	Measures
	M1.     The Reliability Authority that has a Responsible Entity with a SPS installed maintains a SPS database as defined in R1-1 of this Standard.
M2.  The Reliability Authority shall provide to affected Reliability Authority and NERC documentation of the Reliability Authority database or the information therein on request (within 30 days).
	
	M2. 
A Region that has a member with an SPS installed shall maintain an SPS database.  The database shall include the following types of information:

3) Design Objectives – Contingencies and system conditions for which the SPS was designed, 

4) Operation – The actions taken by the SPS in response to disturbance conditions, and

3)
Modeling – Information on detection logic or relay settings that control operation of the SPS.

Documentation of the Regional database or the information therein shall be provided to affected Regions and NERC, on request (within 30 days).



	Regional Differences
	None
	
	

	Compliance Monitoring Process
	Each Reliability Authority shall report compliance and violations to NERC via the NERC Compliance Reporting process                        
	
	NERC


	Levels of Non Compliance


	Level 1     The Reliability Authority’s database is missing one of the items listed in Requirement R1-1 of Standard 0XX.

Level 2     The Reliability Authority’s database is missing two of the items listed in Requirement R1-1 of Standard 0XX.

Level 3     Not applicable.

Level 4     The Reliability Authority’s database was not provided or is missing all of the elements listed in Requirement R1-1 of Standard 0XX.
	
	Level 1     Regional database is missing one of the items listed in III.F. M2.

Level 2     Regional database is missing two of the items listed in III.F. M2.

Level 3     Not applicable.

Level 4     Regional database was not provided or is missing all of the elements listed in III.F. M2.










































